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Abstract

Software vulnerabilities are one of the root causes of many severe cyber security incidents. More and more vulnerabilities are found and reported, due to the increasing number of software and vulnerability discovery solutions. Vulnerability assessment, especially exploitability assessment, is important for both defenders and attackers. Automated exploit generation (AEG) is an important way to assess the exploitability of vulnerabilities. However, AEG is an open challenge. In some cases, the given proof-of-concept (PoC) input, which triggers the vulnerability, could exercise a crashing path but could not enter an exploitable program state. In this talk the speaker will introduce a solution Revery to this specific challenge. It finds a diverging path (different from the crashing path), which triggers an exploitable state, by fuzzing rather than symbolic execution. Then it stitches the diverging path and the crashing path together, and synthesizes a new program path that triggers both the vulnerability and the exploitable state. With symbolic execution, it thus could generate exploits in some cases. The prototype of Revery is evaluated on 19 CTF (Capture The Flag) challenges. The results showed that Revery is able to generate exploits for 9 of them, and generate PoCs to trigger vulnerabilities and enter exploitable states for another 5.
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