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Abstract
Hot-patches, easier to develop and faster to deploy than permanent patches, are used to timely (and temporarily) block exploits of newly discovered vulnerabilities while permanent patches are being developed and tested. However, existing hot-patching techniques, though widely used in conventional computers, are rarely adopted by Android OS or device vendors in reality. In this talk, I'll present InstaGuard, a new approach to hot-patch for mobile devices that allows for instant deployment of patches and fast patch development for device vendors. Unlike existing hot-patching techniques, InstaGuard avoids injecting new code to programs being patched (i.e., non-intrusive). Instead, it enforces instantly updatable rules that contain no executable code to block exploits of unpatched vulnerabilities in a timely fashion. We designed a new language for hot-patches and an enforcement mechanism based on the basic debugging primitives supported by ARM CPUs. We also built RuleMaker, a tool for automatically generating rules for InstaGuard based on high-level, easy-to-write vulnerability descriptions. InstaGuard is now being adopted by a major smartphone vendor.
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